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', Who Is Ultipa?

Helping the world thrive with connected data.

Founded by serial
entrepreneurs from
Silicon Valley & EU

Funded by prestigious
sovereign wealth fund

SILICON

VALLEY

\
Bleeding-edge real-

time & deep analytics
Graph Database &

XAl Systems
&

Serving global enterprises,
regulators and gov’t agencies

(GIC) and CVCs \

/

Pioneer in defining XAl
category — Making Al
white-box and
energy/cost-efficient

N
W/

/ w/ trailblazing use cases

\

Core member of LDBC
Major contributor and

developer of GQL
international standard

Engagenius
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C,E The Problem We -CONNECTED DATA

Enterprise Data Challenge & Status-Quo: Existing systems = Data Silos,
Silos = Low-efficiency, lack of visibility, and waste-of-money.

Tabular data is an inadequate representation of the world.
It's hard to be really sophisticated with not-yet-connected data.
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7> ASYMMETRICAL APPROACHES TO
" T[RISK & COMPLIANCE] MUST CHANGE

“Defenders think in lists. Attackers think in graphs.
As long as this is true, attackers win.”
— John Lambert

Graph Data
Modeling

(Table-to-Graph)

Critical Insights for Graph-DB-Based Threat Detection

Q- Critical Insight \l/

. Graph Refreshing
Praduct leaders that base detection on

a linear list and not on a graph relational

approach will be limited in detecting

advanced attacker methods. . "
Visual Inspection

Security preduct leaders are employing
graph databases to train Al models and
increase threat detection fidelity.

Behavioral
Analytics

The era of GenAl security applications " ; et . ”ailr'inr.:l on
needs a “knowledge engine” to unleash ) » e ==
the value of security big data.

teraction

Anomaly Detection

oy Decision Making




(. _ Explainability: Why'Graph'is THE ANSWER
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What is the relationship between Newton and Genghis Khan?

X LLM cannot handle deep queries

X LLMis basically a black-box (
X LLM cannot update in real-time

Is there relationship between Newton and Genghis Khan in multi-steps
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Ultipa XAl Techno ions
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Infrastructure of Ultipa-powered Applications

Applications
Data Processing and Model Management PP
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Graph XAl Powered Businesses
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(3 _Ultipa FRAML
; Unified KYC, Transaction Monitoring, Risk Analytics,
and Compliance Reporting across all data sources. gy=mm o

e AML Intelligence

Key Highlights e A=l S
«  Built on real-time graph-native i T“EM - = sa A * saz
platform. m g o — ,
- Explains and detects money- : =0 N
laundering patterns through Graph- |7~ =—_ : ; i:f —
Augmented Explainable Al (XAl). = i =
« Consolidates customer, transaction, oy " e - T
and risk data into one real-time
ontology (knowledge graph). Ef: P o (D
« Fully aligned with FATF 40 SRR
Recommendations, FIC Act, and st
Basel AML Principles. " "::": ":
« Seamless integration with existing B S -
systems via API-first architecture and i

ETL pipelines.

AR Filing Rate
-
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(., Benefits of Ult-ipa

RS

(Cited from Customer Report)

Below data are extracted from an SIB’ s Semi-Annual Report in 2023

/bu Time Saving @ Cost Reduction @ AR U Highztsage

7 Query Time Cost Users Monthly
Savings Savings Served API Calls
Ti
31 200 sa'vr?neg 1 50 IVIIVI 1 o, 900 2,400,00
Hours us$ Users =~ Cgls
Key Features  /  Data volume @ B
Cross-Indicator Analysis egg* | o
No more Data Silos B I I I Ion S ( Ultipa UFSA) 7 0 A)
Interactive Analytics Trx-level \

No more T+1 Batches

% Op Analysis Compl/i'é/nce
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G FRAML Foreword Modules Deployment Success Stories Closing

Fraud prevention and AML have shared

reliance on connections

Fraud is often the predicate offense for money laundering. lllicit funds generated from
scams or embezzlement can’t stay still; they’re swiftly moved, layered, and disguised to
appear legitimate. The convergence of fraud prevention and AML is not just logical, but
inevitable. That’s where FRAML comes in.

Fraud and AML share the same DNA: connections. Connections tell the real story - who
transacts with whom, through which channels, and under what circumstances. Hidden
within the network of people, accounts, and transactions are the patterns that criminals
exploit and the loopholes they slip through.

Ultipa FRAML is powered by a high-performance graph database. It maps complex
transaction networks, detects anomalies that static rule-based systems miss, and helps
institutions stay ahead of evolving financial crime with intelligence, speed, and
precision.

80%

of the fraud/AML/risk leaders found criminal
enterprises are now more sophisticated than
financial institutions are at detecting it.
Source

22.2%

of global money-laundering-related events are
linked to financial fraud accounts. Source


https://www.biocatch.com/press-release/world-banking-leaders-warn-of-increasing-sophistication-of-criminal-money-laundering
https://coinlaw.io/money-laundering-statistics/

GFRAML Foreword Modules Deployment Success Stories Closing

Contextually monitor
transactions to respond
dynamically

While transaction monitoring is the essential heartbeat of any financial crime
prevention system, traditional systems often fail because they treat transactions,
customer data, and risk profiles as separate siloed records.

Ultipa FRAML evaluates it by consolidating all incoming transactions with
customer, account, and risk data into a unified, real-time knowledge graph. This
is the foundation of effective FRAML.

By using graph analytics, the system does not just look at individual transactions;
it instantaneously uncovers complex relationships among entities. The response
is immediate and tailored to the level of risk derived from the context.

Transaction Details: TXN-1762140190380-863

Timestamp

2025/11/3 11:23:10

From Account

***41504

Amount

Country

UAE

Risk Flags (2)

Real-Time Transaction Monitoring

> Read-tr

$820,340 2 $14392

Live Transaction Feed (57 transactions)

TXN

TXN-176213851 657

TXN-1762138507681-801

TXN-1762138504681-18

AGGED

To Account

*+*+1258

Type

CARD PAYMENT

Risk Score

$70,605

$4,363

15




GFRAML Foreword Modules Deployment Success Stories Closing 16

@D Accurately resolve entities in noisy
data, powered by Graph and Al

Financial criminals often use seemingly different identities to hide their activities. By resolving entities, FRAML shows you who
is really behind a network of transactions.

Ultipa FRAML unifies scattered data into one clear picture. Using graph technology to group related entities and machine
learning to measure similarity, it identifies duplicate or related records with exceptional accuracy. Analysts can then easily
review and approve results through an intuitive interface.

@ \ g / John A, Smith

Johnathan Smith

\ B0 \ / 018541635

<

John Smith
johnsmith@gmail.com



G FRAML Foreword Modules Deployment Success Stories Closing

Comprehensive g
identity verification for KYC oo i senmerise
and compliance

Effective onboarding and ongoing compliance require more than
collecting basic information; they require robust identity verification Biometric: Confirm identity through

across multiple dimensions. facial, fingerprint, or more

Ultipa FRAML provides a multi-layered approach to KYC. By
combining document, biometric, and electronic data verification, it
enables institutions to authenticate individuals and entities with

accuracy, speed, and confidence.
Electronic data: Cross-check user info

From onboarding to ongoing monitoring, FRAML ensures every against trusted databases
identity is verified, every risk minimized, and every regulation met.




GFRAML Foreword Modules Deployment Success Stories
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Stay compliant as global screening list

grow

Financial institutions face growing challenges in staying compliant
amid expanding sanctions lists, politically exposed persons (PEP)
databases, and adverse media sources. Traditional screening tools
often flood analysts with redundant alerts and limited.

Ultipa FRAML brings intelligence and precision to compliance
screening. It unifies sanctions, PEP, and adverse media checks with
tunable thresholds, rule-based and watchlist screening, and
explainable reason codes for every alert.

Powered by graph-based entity and network risk analysis, it
automatically merges duplicates, prioritizes high-risk cases, and
reduces false positives, helping analysts focus on what truly matters.

Robert Chen

Pending

N\ Create Case

ed to Mike Compliance

Risk Score

Basic Information Documents Network Graph

PEP Screening

Listed as Minister in Malaysian government registry

3

Completeness Documents

Audit Trail

Sanctions Screening
No sanctions matches found

reened on 2024/1/5

Potential Match




GFRAML Foreword Modules Deployment Success Stories Closing 19

Instant risk I
re S po n Se Wi t h re a I - All alerts are automatically analyzed, classified, and prioritized using advanced ML
time altering |

Total Alerts & High Priority

Ultipa FRAML provides real-time screening for individuals and =

entities, instantly notifying your team when critical changes
are detected, such as updated sanctions, abnormal
transactions, or risk profile shifts. AV ML Confidenice Auto-Rasoived
i 2

With Machine Learning Active, all alerts are automatically M
analyzed, classified, and prioritized using advanced graph-
augmented ML algorithms. This ensures that the most
significant risks surface first, reduces false positives, and
empowers your team to respond quickly and effectively to
emerging threats.




GFRAML Foreword Modules Deployment Success Stories Closing 20

Holistic risks assessment for smarter
decisions

Risks are interconnected, dynamic, and
constantly evolving. Effective risk
management requires a 360-degree view of
customers, transactions, and networks.

Customer Risk Score Distribution Risk Model Performance

Alert Detection Rate

False Positive Rate

Ultipa FRAML empowers institutions to
identify, quantify, and prioritize financial

risks in real time. By leveraging graph Investigation Time (days)
analytics, cutting-edge GQL modeling, and
historical patterns, FRAML enables HidRr) v SAR Filing Rate

proactive decision-making, helping
organizations mitigate losses, ensure
compliance, and maintain operational

resilience.



G FRAML Foreword Modules Deployment Success Stories Closing

MODULE #7

Actionable reporting
that drives performance

Timely, accurate, and actionable insights are essential for effective financial risk
management.

Ultipa FRAML supports institutions to set up, customize, and automate reporting
and analytics for all workflows.

With configurable dashboards and detailed reports, analysts and managers can
monitor key metrics, track trends, and evaluate performance across fraud detection,
AML compliance, transaction monitoring, and risk assessment.
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@EEDStructured, yet
flexible workflows and
caseworks

Ultipa FRAML empowers institutions to design, manage, and monitor cases with
minimal effort, ensuring consistency, accountability, and speed.

KEY CAPABILITIES

No-Code Designer QC Review Tasking Full Audit Logging SLA Timers Dashboards
Customizable Ensure quality and Automatically route Maintain a complete, Track and enforce Monitor workflow
workflows and compliance with multi- tasks and escalate immutable record of all response times to performance and case

standardized case level approval issues to the right actions for meet service level status with real-time

templates mechanisms personnel transparency agreements analytics
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Saa$S and Cloud-Ready

Ultipa FRAML is designed for modern, scalable, and flexible deployment,
supporting both Saa$S delivery and cloud-native implementations.

Financial institutions can leverage FRAML on the cloud for rapid
onboarding, elastic scalability, and reduced infrastructure overhead,
while retaining the option for in-house deployments where control and
compliance are critical.

Foreword Modules Deployment Success Stories

Closing 23

Cloud Integration and Enterprise Readiness

Ultipa FRAMLUSs cloud-ready architecture enables smooth integration with
enterprise cloud ecosystems, including secure data storage, analytics
pipelines, and connections to other business-critical applications.

It supports multi-environment promotion pipelines — from development
to UAT to production — ensuring stability, governance, and operational
control. With cloud deployment, institutions benefit from high
availability, disaster recovery, and on-demand scalability, while
maintaining strict security and compliance standards.

Ultipa FRAML also facilitates integration with data lakes, allowing
advanced analytics and real-time insights across your organization’s
financial operations.
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Ultipa delivers proven expertise to help global financial institutions uncover concealed risks, achieve
uncompromising compliance, and transform complex data into decisive, intelligent action.

YV SARS

South African Revenue Service

Since 2024, Ultipa has supported SARS (South African CMB (China Merchants Bank) has relied on Ultipa’s Graph
Revenue Service) in building the National Tax-Centric Intelligence Platform since 2021 for AML analytics, sanctions
Knowledge Graph Platform. screening, and compliance reporting.

This government-scale deployment detects tax evasion and
money-laundering networks, performs entity-resolution
and beneficial-ownership analytics, and integrates AML/PEP

The deployment integrates transactional data, customer
profiles, and external watch-lists to identify suspicious chains

pattern detection aligned with the FIC Act and FATF and PEP connections in real time. Capabilities include early-
recommendations. SARS recognizes Ultipa's technology as warning entity-link analysis, dynamic AML models, integrated
a key pillar of South Africa’s data-governance and regulatory reporting, and real-time visual dashboards. The
transparency agenda. system has become a core element of CMB’s financial-integrity

framework.
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Ultipa FRAML

A unified platform that helps financial institutions detect fraud, For more information or to request a demo, please reach out to Ricky
Sun at ricky @ultipa.com -

CONTACT ULTIPA

prevent money laundering, and manage risks with precision.
By combining graph technology, machine learning, and Al with
years of Ultipa’s financial expertise, FRAML turns complex

data into actionable insights, keeping institutions ahead of //4 :
evolving financial crime and compliance challenges. r
FEATURES

Transaction Monitoring Case Management

Entity Resolution Workflow Management :
ID & Vertification RBAC >
Screening Audit Logging

Altering Privacy Control

Risk Management Multi-Source Data Ingestion

Reports Machine-Learning Analysis httpS.'//WWW.Ultipa.Com
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